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Holiday Fraud 

After the past year that we have all endured many of your thoughts will be turning to 

having a holiday. Unfortunately, fraudsters are aware of this and in the current supply 

and demand situation, with demand out stripping supply, this creates a unique environment for criminals.  

Action Fraud have supplied some Top Tips to avoid 

falling victim to holiday fraud - 

• Stay safe online: check the web address is 

legitimate and has not been altered by slight changes to 

a domain name – such as going from .co.uk to .org. 

• Do your research: don’t just rely on one review – do a thorough online search to ensure the 

company is credible. If a company is defrauding people, there is a good chance that consumers will 

post details of their experience, and warnings about the company. 

• Look for the logo: check whether the company is an ABTA Member. Look 

for the ABTA logo on the company's website. If you have any doubts, you 

can verify membership of ABTA online on their website. If you're booking 

a flight and want more information about ATOL protection, or would like 

to check whether a company is an ATOL holder, visit the CAA website. 

• Pay safe: wherever possible, pay by credit card. You should avoid paying 

directly into a private individual’s bank account.  

• Check the paperwork: you should study receipts, invoices and terms and 

conditions, and be very wary of any companies that don’t provide any at 

all. When booking through a Holiday Club or Timeshare, get the contract 

thoroughly vetted by a solicitor before signing up. 

• Use your instincts: if a deal sounds too good to be true, it probably is.  
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Courier Fraud  

Action fraud have prepared the following fact sheet about this terrible crime, 

(see below) which is also attached separately with my email, for those of you 

that may wish to print this for display etc. Please spread this message far and wide and remember 

the principles of ABC, which is, never ASSUME a call from someone saying they are your bank or a 

Police Officer is genuine. Never BELIEVE they are genuine but always CONFIRM by ringing a 

trusted number or in the case of Police, 101. Always ring wherever possible with a different phone 

to the one you were called on. However if this is not possible, ring a family member or friend to 

ensure the line has been disconnected and the fraudster is not still waiting on the line.   
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Doorstep Crimes – Rogue Traders 

Fraudsters may use the fact that the current restrictions are easing as an opportunity to target 

vulnerable victims and commit doorstep scams. The below link takes you to a video that has been 

prepared by Action Fraud with Age UK with practical advice on how to 

people can protect themselves. If you have older family members or 

neighbours then please share it with them, so that we can raise awareness 

of these types of scams and how not to fall victim. 

http://youtu.be/0IyOymAhEJs 

 

https://t.co/dYs9BDjvjU?amp=1

